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I. Title  

Business Continuity Planning    

 

II. Policy  

To ensure that UTMB is able to resume operations within a reasonable period of time following any 

adverse event or operational disruption, all departments and business units will have a business 

continuity plan (BCP).  This plan may be department specific or may be part of a larger entity-level 

plan. 

 

For mission critical activities, particularly those relying heavily on information technology, the BCP 

must contain both a business impact analysis and a risk assessment. 

 

BCP’s will be updated annually or as critical processes change and will be approved by appropriate 

entity management.  Executive Leadership will have final accountability for entity plans and 

stewardship of resources.  All BCP’s will be stored in a central repository to ensure they are available to 

institutional leadership during an event. 

 

III. Relevant Federal and State Statutes 

45 CFR §164.308 - Administrative Safeguards 

10 TAC §202.76 - Security Control Standards Catalog 

 

IV. Relevant System Policies and Procedures 

Texas Department of Information Resources (DIR): Security Control Standards Catalog – CP-

Contingency Planning 

UTS165 Standard 6 - Backup and Disaster Recovery 

 

V. Additional References  

Joint Commission - Emergency Management (EM 02.02.03)  

Joint Commission - Information Management (IM 01.01.03) 

 

VI. Dates Approved or Amended  

Originated: 12/21/2007 

Reviewed with Changes Reviewed without Changes  

07/12/2012 12/23/2016 

 01/09/2020 

 

VII. Contact Information  

Information Systems 

(281) 309-6505 

https://www.utmb.edu/policies_and_procedures/policyLinks.aspx?id=771
https://www.utmb.edu/policies_and_procedures/policyLinks.aspx?id=770
https://www.utmb.edu/policies_and_procedures/policyLinks.aspx?id=770
https://www.utmb.edu/policies_and_procedures/policyLinks.aspx?id=773
https://www.utmb.edu/policies_and_procedures/policyLinks.aspx?id=772
https://www.utmb.edu/policies_and_procedures/policyLinks.aspx?id=774
https://www.govregs.com/regulations/expand/title45_chapterA_part164_subpartC_section164.308#title45_chapterA_part164_subpartC_section164.308
https://www.govregs.com/regulations/expand/title45_chapterA_part164_subpartC_section164.308#title45_chapterA_part164_subpartC_section164.308
https://texreg.sos.state.tx.us/public/readtac$ext.TacPage?sl=R&app=9&p_dir=&p_rloc=&p_tloc=&p_ploc=&pg=1&p_tac=&ti=1&pt=10&ch=202&rl=76
http://publishingext.dir.texas.gov/portal/internal/resources/DocumentLibrary/Security%20Control%20Standards%20Catalog.pdf
http://publishingext.dir.texas.gov/portal/internal/resources/DocumentLibrary/Security%20Control%20Standards%20Catalog.pdf
http://www.utsystem.edu/board-of-regents/policy-library/policies/uts165-information-resources-use-and-security-policy

	Business Continuity Planning

